
3 TIPS TO SECURE
USERS

WORKING
FROM HOME

All devices, operating systems, and 
software applications should be 
up-to-date with the latest patches 
and versions.

#1

Use a VPN (Virtual Private Network) 
to ensure the data transferred be-
tween home users and the office is 
encrypted.

#2

Working remotely will increase the 
volume of emails as people aren’t 
able to speak face-to-face. At the 
same time, scammers are inundat-
ing workers with Coronavirus phish-
ing emails. It’s more important 
than ever to make sure your email 
protections are in place and your 
team is aware of phishing threats.

#3

BE SURE DEVICES AND SYSTEMS ARE 
FULLY PROTECTED.

CREATE A SECURE CONNECTION BACK AT 
THE OFFICE.

SCAN & SECURE EMAILS, ESTABLISH 
GOOD EMAIL PRACTICES.


